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Part II  Analysis: Significant shift in the global economy 
 
Chapter 1  Expanding digital trade 

Currently, the global economy is at a critical turning point as it faces three major challenges. The 
three challenges are: the challenge posed to the free trade system based on the WTO; the progress in 
the digital revolution, including expansion of digital trade; and the rise of emerging and developing 
economies. 

Last year’s edition of this white paper (White Paper on International Economy and Trade 2017) 
analyzed the current status of domestic inequality and the relationship between trade and inequality, 
which formed the backdrop for Brexit (the United Kingdom’s withdrawal from the European Union) 
and the U.S. presidential election, with a particular focus on the first of the above three challenges. 
This year’s edition (White Paper on International Economy and Trade 2018) will analyze trends in U.S. 
and European trade policies and initiatives by emerging and developing economies to strengthen 
regional economic partnerships, among other matters, in Part I. 

In Part II, the other two challenges will be discussed. First, Chapter 1 will provide an overview of 
the current status of digital trade, which is expanding globally, and explain problems involved in 
digital trade. 

Chapter 2 will show that the role of emerging and developing economies in the global economy is 
significantly expanding based on major macro indicators. At the same time, it will analyze the 
problem of excess production capacity in raw materials industries, which has arisen along with the 
expansion of the role of emerging and developing economies by looking at China’s steel and 
semiconductor industries as examples. 

Chapter 3 will conduct multifaceted analyses of the Chinese economy, which is achieving 
particularly remarkable development and is changing particularly rapidly among emerging and 
developing economies, including the analysis of China as a growing consumer market. 
 
Section 1  Current status of digital trade 
 
1. What is digital trade? 

As a result of the progress of the Fourth Industrial Revolution, the volume of data trade across the 
world has expanded dramatically and the data processing speed has also increased markedly. As the 
internet and mobile phones have now spread to every corner of the world, including emerging 
economies, the digital market is rapidly expanding. Cyberspace has come to be recognized as an 
indispensable domain not only in the field of economy but in all aspects of people’s lives around the 
world, including politics and security. 

The development of global trade can be classified into three stages.1 The first stage is the 
expansion of traditional trade. In this stage, it became possible to deliver manufactured goods to 
consuming regions across national borders thanks to the reduction of transportation cost. Goods traded 

                                                                                                                                             
1 González and Jouanjean (2017). 
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in this stage were mostly final products. It became easy for consumers to obtain new products and 
lower-priced products. 

The second stage is global value chain (GVC) trade. In this stage, it became possible for 
companies to divide the production of products into several processes scattered across national borders 
and implement each process in a region where they have an advantage because of further reduction of 
the transportation cost and various adjustment costs. Trade in intermediate goods increased, and GVCs 
extending to various regions across the world, including emerging economies, were formed. 

The third stage is digital trade, which has been realized due to the drastic reduction of the cost of 
sharing of ideas through the transfer of data and information. As a result of the expansion of digital 
trade, global connectivity has been enhanced markedly, contributing to the creation of new business 
models and the improvement of productivity. 

There is no globally unified definition of digital trade. However, the Organization for Economic 
Cooperation and Development (OECD), for example, has cited the idea that in principle, digital trade 
is premised on cross-border data transfer and includes electronic transactions related to trade in goods 
and services which can be either digitally or physically delivered involving consumers, firms and 
governments.2 According to this idea, in addition to internet-based trade in goods, online hotel 
booking, ride sharing, and music distribution and other services provided through online platforms are 
included in digital trade. It should be noted that the OECD has classified examples of digital trade 
transactions as shown in Table II-1-1-1.3 On the other hand, the United States International Trade 
Commission (USITC), for example, defines digital trade as “U.S. domestic commerce and 
international trade in which the Internet and Internet-based technologies play a particularly significant 
role in ordering, producing, or delivering products and services,”4 a definition which appears to cover 
a broader area. Digital trade involves a broad range of issues, including not only those related to 
cross-border transactions concerning products and services conducted through electronic means but 
also those related to trade in digital products and services intended to realize a digital society, 
protection of digital-related intellectual property, investment in telecommunication infrastructure, and 
treatment of data concerning companies’ investment and provision of services in the domestic and 
foreign markets and exports of products. Therefore, when rules on digital trade are studied under 
individual trade agreements and international frameworks, a broad range of issues like these should be 
discussed. 
 

                                                                                                                                             
2 Ibid. 
3 OECD (2017). 
4 USITC (2014). 
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Y Y Y Service B2B 

An enterprise in country A purchases a service from 
a supplier in country B via an online platform, which 
may be located in country A, B or elsewhere. The 
service is delivered digitally. For example, a firm 
orders a logo design via a platform for graphical 
designers. 

Y Y Y Service B2C 

A consumer in country A purchases a service from a 
supplier in country B, via an online platform, which 
may be located in country A, B or elsewhere. The 
service is delivered digitally. For example, music 
streaming subscriptions. 

N N Y Service B2B 

An enterprise in country A places an offline order for 
a service at a supplier in country B, the service is 
subsequently digitally delivered. For example 
bespoke consultancy services, BPO services. 

N N Y Service B2C 

A consumer in country A purchases a service offline 
at a supplier in country B, but the service is digitally 
delivered. For example educational services with 
online lectures. 

Y Y N Service C2C 

A consumer in country A purchases a service from 
another consumer in country B, via an online 
platform, located in country A, B or elsewhere. The 
service is physically delivered. For example 
accommodation sharing (AirBnB). 

Y Y N Good C2C 

A consumer in country A purchases a good from 
another consumer in country B, via an online 
platform, located in country A, B or elsewhere. For 
example second hand goods transactions via online 
market places. 

 
2. Expansion of digital trade 

Currently, there is no agreed method of measuring the scale of digital trade. First, attention will be 
paid to an exchange of ideas and information through the internet. The number of internet users 
worldwide (Figure II-1-1-2) has steadily increased, reaching approximately 3.4 billion people in 2016. 
The average annual growth rate between 2007 and 2016 was 10.6%. The number has increased 
markedly in developing economies in particular: while the annual growth rate was 3.7% for advanced 
economies, it was 15.6% for developing economies. According to McKinsey, the volume of 
cross-border data flows expanded by a factor of 45 between 2002 and 2014 and is estimated to grow 
further, by a factor of nine, by 2021 (Figure II-1-1-3).6 In line with the increase in the number of 
internet users worldwide, cross-border exchange of data and communication has steadily grown. In 
addition to the sharing of ideas and information between individuals through services such as 
Facebook, Twitter and Instagram, communications with overseas offices using instant messaging and 
other services are increasing in the business world. 
 

                                                                                                                                             
6 McKinsey (2016). 
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Commission recognizes that the third country ensures an adequate level of protection. In China, such 
data transfer is restricted in principle, and there is an obligation for storage of personal data and 
important data at domestic locations (the number of fields covered by the regulation is excessively 
high at 27)22 (Table II-1-1-18). In China, the cybersecurity law was enacted in November 2016 and 
was put into force in June 2017,23 and relevant measures and guidelines have been announced in 
succession. These laws and regulations include the imposition of the obligation for important 
infrastructure operators to ensure storage of important data at domestic locations and the requirement 
for networking products to comply with China’s mandatory national standards. In Viet Nam, a 
cybersecurity bill containing the obligation for foreign companies providing communication and 
internet services to ensure storage of personal information and important data at domestic locations 
was announced in June 2017. However, according to a certain estimate, these data localization 
regulations may have serious negative economic effects. For example, the European Center for 
International Political Economy (ECIPE) analyzed and calculated the negative impact of data 
localization and relevant regulations on GDP from the three viewpoints of (A) the impact of a rise in 
administrative procedure cost related to data processing on domestic prices and total factor 
productivity (TFP),24 (B) a cost increase in each country due to the introduction of additional trade 
barriers such as the requirement for installation of data centers, and (C) declines in domestic and 
foreign investments due to regulatory restrictions on market entry (Figure II-1-1-19). According to this 
analysis, if a country introduces cross-sectoral data localization regulation, its GDP is estimated to 
suffer a negative impact ranging from minus 0.7% to minus 1.7%.25 According to another analysis, 
countries considering introducing data localization regulation may see an increase ranging from 30% 
to 60% in data processing cost at the company level.26 That is because although companies handling 
data can normally enjoy economy of scale by conducting centralized data management and processing 
through cloud computing and the seamless internet that extends worldwide, data localization 
regulation undermines this merit. Furthermore, the cost increase may pressure profits of small and 
medium-sized enterprises that seek to expand sales channels or achieve overseas business expansion 
through online transactions and it may also serve as a barrier to market entry by start-up companies. In 
non-economic aspects, the possibility has been pointed out that the cost increase may impede freedom 

                                                                                                                                             
22 Albright Stone Bridge Group (2015) classified the strength of data localization regulation from the 

viewpoints of the presence or absence of the requirement for storage of data at domestic locations and 
restrictions on cross-border data transfer and the scope of sectors subject to the regulation. The group 
mentioned that Russia, China, Indonesia, Brunei Darussalam, Nigeria and Viet Nam have adopted the 
most strict data localization. According to the results of a questionnaire survey with companies 
conducted by the USITC (2014), more than 30% of the respondent companies said they were facing 
barriers to digital trade in Nigeria, Algeria, China, Bangladesh, Russia, Pakistan, Paraguay, Romania, 
Viet Nam and Ukraine. 

23 The portion of the bill that concerns data transfer is scheduled to be put into force in January 2019. 
24 Total factor productivity (TFP) is an indicator of contributions to economic growth by factors that 

cannot be explained by quantitative changes in capital and labor, such as technological progress and 
production efficiency improvement. 

25 The ECIPE presented Scenario 1, which is premised on data localization regulations that had been 
introduced by countries by the time of the release of the report (2014) and Scenario 2, which represents 
a simulation assuming the imposition of data localization regulation applicable to all sectors in addition 
to the regulations included in Scenario 1. This white paper cited Scenario 2. 

26 Leviathan Security Group (2015). 
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(2) Protection of personal information 
Data localization regulations currently adopted by many countries mainly cover personal 

information, and the principle of reciprocity is spreading. Under this principle, data transfer to a 
foreign country is permitted only when that country provides a comparable level of data protection to 
that provided in the home country. Not only have legal systems related to the protection of personal 
information been developed in individual countries, but also the OECD has adopted the privacy 
guidelines29 and the Asia-Pacific Cooperation (APEC) Forum has adopted the Cross-Border Privacy 
Rules (CBPR).30 The OECD’s privacy guidelines lay down that personal information should be 
appropriately managed based on the following eight principles: (A) Collection Limitation Principle, 
(B) Data Quality Principle, (C) Purpose Specification Principle, (D) Use Limitation Principle, (E) 
Security Safeguards Principle, (F) Openness Principle, (G) Individual Participation Principle, and (H) 
Accountability Principle. The rules of the EU and APEC follow those principles.31 

APEC formulated the APEC Privacy Framework in 2004 and recommended that APEC member 
economies should establish domestic systems for the protection of personal information based on that. 
Later, the CBPR was formulated in response to the growing needs for the protection of personal 
information transferred across national borders. Of the 21 APEC economies, six--the United States, 
Japan, Canada, Mexico, the ROK, and Singapore--have acceded to the CBPR. The CBPR certifies the 
compliance of activities conducted by companies within the APEC region to protect cross-border 
transfer of personal information with the APEC Privacy Framework. Applicant companies conduct 
self-examination concerning internal rules and systems concerning the protection of cross-border 
flows of personal information and submit the results to examination by an authorized neutral 
organization (called an accountability agent (AA), which may be either a private organization or a 
government agency) in order to obtain certification. In Japan, JIPDEC has been authorized as an AA. 

In the EU, the EU General Data Protection Regulation (GDPR) was put into force on May 24, 
2016.32 Under the GDPR, in principle, the transfer of personal data from within the European 
Economic Area (EEA: the 28 EU member countries and Norway, Iceland and Liechtenstein) to a third 
country is permitted only in cases where the data is processed within the EEA and where the European 
Commission recognizes that the third country provides an adequate level of protection. The transfer of 
personal information from within the EU requires the consent of the individuals concerned (data 
subjects), or the conclusion of the Standard Contractual Clauses (SCC) or the Binding Corporate Rules 
(BCR). The SCC is a legal means to provide an adequate level of protection to personal data to which 
a national law for the protection of personal information is applicable when the data is transferred to a 
country outside the EEA where it is not recognized that an adequate level of protection is not ensured. 
                                                                                                                                             
29  OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data 

(http://www.oecd.org/sti/ieconomy/oecdguidelinesontheprotectionofprivacyandtransborderflowsofperso
naldata.htm). 

30 APEC Cross-Border Privacy Rules (CBPR) System (http://www.cbprs.org/). 
31 Other multilateral frameworks include the e-commerce chapter of the Trans-Pacific Partnership (TPP) 

agreement and provisions of the act on the protection of personal data in the Economic Community of 
West African States (ECOWAS). For the details, see “EKKYOU DEETA FUROU NI KAKARU 
SEIDOTOU NO CHOUSAKENKYUU” (2016) (Survey commissioned by METI). 

32 However, the application of the regulation accompanied by the threat of administrative penalties is 
scheduled to start on May 25, 2018, which is in effect the date of enforcement. 
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In other words, the SCC is a format of a contract for data transfer that has been determined by the 
European Commission. An appropriate level of protection is provided through the conclusion of a 
contract for data transfer between a data exporter located within the EEA and a data importer located 
outside the EEA based on this format, making it possible to implement legal data transfer. The BCR 
means personal data protection policies which are adhered to by a controller or processor established 
on the territory of a Member State for transfers or a set of transfers of personal data to a controller or 
processor in one or more third countries within a group of undertakings, or group of enterprises 
engaged in a joint economic activity.33 As long as companies adhere to the BCR that has been 
approved by a supervisory organization, they can freely implement legal data transfer to countries 
outside EEA and within corporate groups.34 Japan and the EU are engaging in dialogue with a view to 
establishing a framework for smooth mutual transfer of personal data35 at an early date by 2018. 
(3) Requirements for the adoption of mandatory security standards and disclosure of source 

code 
Here, regulations other than data localization that may impede the development of digital trade 

will be mentioned. 
First, mandatory security standards are posing a problem. Such standards are required under law to 

be followed in order to ensure the security of products and services imported from abroad. In 
particular, such standards are set with respect to telecommunication equipment, IT products and 
software services in some cases in order to ensure security against damage and leakage of information 
that may be caused by cybercrimes. The WTO Agreement on Technical Barriers to Trade (TBT), one 
of the international consensuses concerning mandatory security standards, does not authorize the 
application of discriminatory domestic standards and standards created for the purpose of impeding 
trade, and it recommends that standards be formulated based on international standards unless there is 
a legitimate reason for not doing so. 

Regarding data traded across national borders, the disclosure of source code, which is equivalent to 
blueprints of software products, is required in some cases. For example, China, Indonesia and Brazil36 
have set the requirement for the disclosure of source code that is applicable to government 
procurement. In addition to taking legal measures, China and Russia are said to be moving to 
introduce de facto requirements, for the disclosure of the source code of computer software and 
automated teller machines (ATMs) in China’s case and for the disclosure of source code of major 
technology companies in Russia’s case.37 TPP agreement and the Japan-EU Economic Partnership 
Agreement (EPA) contain clauses regarding the prohibition of the requirement for the disclosure of 
source code. 
                                                                                                                                             
33 Article 4 (20), GDPR. 
34 Among Japanese companies, the use of the SCC is proceeding. In addition, the Rakuten group obtained 

approval for its BCR from a data protection organization in Luxembourg (National Commission for 
Data Protection, or CNPD) in December 2016, becoming the first Japanese company to do so 
(https://corp.rakuten.co.jp/news/update/2016/1226_02.html). 

35 This means that the EU will certify adequacy for the Japanese side, while Japan will designate the EEA 
as a foreign territory based on Article 24 of the Act on the Protection of Personal Information. 

36 The cybersecurity bill that was announced in Viet Nam would presumably require certification mainly 
with respect to government procurement although the exact scope of application is unclear. 

37 Source: Variety of the press. 
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As described above, there are various challenges that must be addressed with respect to digital 
trade, so it is an urgent task to formulate international rules that suit the needs of the time, including 
rules on the free flow of information. 
(4) Challenges in terms of competition and consumer protection policies related to IT platform 

companies 
In line with the rise of IT platform companies, countries have imposed regulations regarding IT 

platform companies, mainly in the advertising, financial, communication and broadcasting industries, 
from various viewpoints, including the viewpoints of ensuring an environment of fair competition with 
existing industries, protecting consumers, and securing safety. Among them are regulations concerning 
online advertising, consulting services using data, the specifics of distributed contents, and settlement 
(billing systems), for example. In addition, regulations concerning entry into national markets, such as 
restrictions imposed on the foreign investment ratio in relation to the acquisition of licenses and 
antitrust laws, have a significant impact on IT platform companies’ business activities. 

For example, the EU revised the Payment Services Directive (PSD/PSD2) and the Audiovisual 
Media Services Directive, put the GDPR into force and published a proposed regulation on promoting 
fairness and transparency for business users of online intermediation services after indicating its 
systematic policy concerning IT platform companies under the Digital Single Market (DSM) Strategy, 
which was announced in May 2015 and a policy document related to platforms published in May 2016 
(Figure II-1-1-20). Moreover, as examples of the application and enforcement of the competition law 
by the EU Directorate-General for Competition, the EU conducted an investigation of Amazon’s 
ebook business in relation to the most-favored nation treatment clause and notified Google of the 
imposition of a huge amount of fines. As an example of digital taxation, it presented a proposed 
change to corporate taxation rules in an e-economy. 

As described above, institutional improvements are ongoing at the national and international level 
with respect to challenges in terms of competition and consumer protection policies related to IT 
platform companies, so attention should be paid to future developments. 

 




